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INTRODUCTION 
 

This document summarizes the plan developed by Community First Health Plans, Inc. (Community First) 
in response to 1 TAC §353.501 (Medicaid) and 1 TAC §370.501 (CHIP) regarding the establishment and 
operation of a Special Investigation Unit (SIU) by Managed Care Organizations. 
 
Items covered in this document include procedures for detecting, investigating and preventing possible 
acts of fraud, waste, or abuse by providers and members; procedures for referring possible acts of fraud, 
waste, or abuse for investigation to Community First’s in-house Special Investigation Unit (SIU); reporting 
fraud, waste, and abuse to State of Texas and federal agencies; training company personnel and educating 
providers  and members to prevent fraud, waste, and abuse; identification of designated personnel 
responsible for compliance with the rules; and advertising and marketing and other provisions of the plan. 
 
Community First recognizes detection, investigation and prevention of fraud, waste, and abuse is vital 
to maintaining an affordable health care system.  Community First has mounted a sincere effort to limit 
fraud, waste, and abuse through the efforts summarized in this document. 
 

CORPORATE STATEMENT 
 
SPECIAL INVESTIGATION UNIT 
Community First is committed to protect and preserve the integrity and availability of health care 
resources to our members, our healthcare partners, and the general community.  Community First 
performs several activities through its in-house Special Investigation Unit (SIU) to detect, prevent and 
identify fraud, waste and abuse 
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I. PROCEDURES FOR DETECTING POSSIBLE ACTS OF FRAUD, WASTE OR ABUSE BY 
 PROVIDERS 
 

The SIU’s procedures for detecting possible acts of fraud, waste, or abuse by Community First 
providers include: 
 
A. Audits 

The SIU performs audits to monitor compliance and assist in detecting and identifying 
possible Medicaid and CHIP program violations and possible fraud, waste, and abuse 
overpayments through: 

1. Data matching: Procedures, treatments, supplies, tests, other services, as well as 
diagnosis billed, are compared for reasonableness using available sources including 
the American Medical Association (AMA) and the Centers for Medicare and Medicaid 
Services (CMS). Comparisons include age, gender, and specialty when applicable. 

2. Analysis: Inappropriate submissions of claims are evaluated using various forms of 
claim data analysis and software-automated analysis. A comparison of providers’ 
activities lists outliers based on a particular specialty and across specialties and 
includes procedures, modifiers, and diagnosis.   

3. Trending and Statistical Activities: The SIU uses software and claim data reports to 
analyze provider utilization and identifies unusual trends in weekly, monthly, and 
yearly patterns. 

 
B. Monitoring 

The SIU monitors 
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E. Edits 
Community First utilizes claim-editing software to prevent payment for fraudulent or 
abusive claims.  It is an established and widely used clinical based auditing software that 
verifies coding accuracy of professional service claims.  These edits include specific 
elements of a claim such as procedure, modifier, diagnosis, age, gender and/or dosage.    

Additional edits published by the Center for Medicare and Medicaid Services (CMS) are 
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III. PROCEDURES FOR DETECTING POSSIBLE ACTS OF FRAUD, WASTE OR ABUSE BY 
 MEMBERS 

   
 A. Member Claims Review  

Member claims are reviewed when fraud, waste, or abuse is suspected or reported to 

determine if: 

1. Treatments and/or procedures appearing to be duplicative, excessive, or 
contraindicated by more than one provider, i.e., same patient, same date-of-service, 
same procedure code. 
 

2. Medications appearing to be prescribed by more than one provider, i.e., same 
patient, same date-of-service, and same NDC code. 
 
Members appearing to receive excessive medications higher than average dosage for 
the medication. 
 

3. Compare the Primary Care Provider (PCP) relationship code to the member to 
evaluate if other providers and not the PCP are treating the  member for the same 
diagnosis. 
 

4. Identify members with higher-than-average emergency room visits with a non-
emergent diagnosis. 

   
B. Medical Record Review 
 Medical records are reviewed for  members in question when the claims review does 

not clearly determine if fraud, waste, or abuse occurred. 

C.  Edits and Other Techniques 
 Edits and other evaluation techniques are used to identify possible overuse and/or 

abuse of psychotropic and/or controlled medications by members who are allegedly 

treated at least monthly by two or more physicians.  A physician includes but is not 

limited to psychiatrists, pain management specialists, anesthesiologists, physical 

medicine, and rehabilitation specialists. 

 

IV. PROCEDURES FOR INVESTIGATING POSSIBLE ACTS OF FRAUD, WASTE OR ABUSE BY 
 MEMBERS 
 

A. Allegation 

 The SIU conducts preliminary investigations related to possible acts of fraud, waste, and 

abuse 
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1. Review of acute care and emergency room claims submitted by providers for the 
suspected member. 

2.  Analysis of the pharmacy claim data submitted by providers for the suspected 
member to determine possible abuse of controlled or non-controlled medications.  If 
SIU does have the data necessary to conduct the pharmacy claims review, SIU will 
request the data within 15 working days of the initial identification and/or reporting 
of the suspected or potential waste, abuse, or fraud. 

3.   Analysis of the claims submitted by providers to determine if the diagnosis is 
appropriate for the medications prescribed.  

 

V. INTERNAL PROCEDURES FOR REFERRING AND REPORTING POSSIBLE ACTS OF FRAUD,  WASTE 
OR ABUSE  

 
A. The Executive Director of Compliance and Risk Management 

The Executive Director of Compliance and Risk Management serves as the Compliance 

Officer and has the responsibility and authority at Community First for reporting 

investigations resulting in a finding of possible acts of fraud, waste, and abuse to the Texas 

Health and Human Services Commission-Office of Inspector General (HHSC-OIG) and 

other appropriate agencies is: 

 
Name:     Kethra Barnes 
Title:   Executive Director, Compliance and Risk Management 
Street Address:   12238 Silicon Drive, Suite 100 
City State Zip             San Antonio, TX  78249 
Office Phone:   210-510-2607 
Office Fax:  210-358-6306 
Email:    kbarnes@cfhp.com 
 

 B. Procedure for reporting possible FWA to the SIU 

  1. Annually during fraud, waste and abuse training, officers, directors, managers,  

   and employees are educated on reporting all possible FWA to the above officer.   

  2. Additionally, the annual training educates officers, directors, managers,   

   and employees to report all suspected FWA within 24 hours to the SIU. 

  3. Training includes guidance on the type of information to be included in the  

   reporting of suspected FWA as well as examples of FWA. 

  4. Suspected FWA is reported utilizing the online Suspicious Activity Report form  

   (SAR) located on the Community First website and or employee intranet along  

   

mailto:kbarnes@cfhp.com
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 C. 
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  g. all clinical review reports/summaries generated by Community First;  

h. any and all correspondence and/or communications between 

Community First, the subcontractors, and any of their employees, 

contractors, or 
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D. All new staff directly involved with any aspect of Medicaid/CHIP receives training within 90 

days of the employee’s employment date. 
 

E. Training updates are made to all affected areas when changes to policy and/or procedure 

may affect employee job responsibilities.  The updates are  provided within 20 working 

days of the changes occurring. 
 

F. Members, providers, and employees are educated about their responsibilities, the 

mailto:kbarnes@cfhp.com
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VIII. 
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  The SIU provides the incident log at a time of a reasonable request to the HHSC-OIG,  

  OAG-MFCU, OAG-CMFD, and the HHS-OIG. A reasonable request means a request  

  made during hours open for business. 

 C. Confidentiality 

  The SIU maintains the confidentiality of any patient information relevant to an   

  investigation of  fraud, waste, or abuse, in concert with HIPAA regulations concerning  

  this type of investigation.  

 D. Record Retention 

  The SIU retains records obtained as the result of an investigation conducted by the SIU  

  for a minimum period of ten years or until audit questions, appeal hearings,   

  investigations, or court  cases are resolved.  

 E. Failure to supply requested information  

  Failure of the provider or facility to provide requested information such as medical  

  


